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CONTENT DISTRIBUTION MANAGEMENT
SYSTEM

TECHNICAL FIELD

The present invention relates to electronic storage and
distribution of information, and more particularly, to com-
puter-based systems and methods for the storage and distri-
bution of information to authorized recipients.

BACKGROUND

Global computer networks, such as the Internet, enable
information to be distributed to a wide range of people at
locations around the world. One of the advantages of the
Internet is that the communication protocols used are non-
proprietary, thus enabling end users to access and use the
Internet without the need for customized hardware or soft-
ware. Many different industries use computer networks as a
way to provide their customers with quick access to vast
amounts of data. In these industries, the speed at which both
secure and non-secure data is provided to remote users is of
utmost importance and is often an area of distinctiveness for
businesses. In some instances, the businesses utilize FTP
(File Transfer Protocol) and/or HTTP (Hypertext Transfer
Protocol) servers that communicate with a Content Distri-
bution Management System for distribution of information.
The Content Distribution Management System can include
a plethora of content management servers that store data at
a location close to consumption entities, such as consumers,
businesses, and devices (e.g., consumption application serv-
ers). Typically, the consumption entities retrieve data from
content management servers by checking if new data has
arrived from time to time.

Content management servers are typically configured
close to one or more publication entities, such as individual
publishers, business publishers, and devices (e.g., publica-
tion application servers). Often, publication application
servers are located in different geographies and locations
that facilitate data collection for publication without regard
to where consumption entities are located. Thus, there tends
to be a plethora of content management servers with specific
content that are disbursed throughout these systems at
locations based at least in part on the geographic location of
publisher entities.

Various problems can arise with such configurations. For
example, in large enterprise organizations or an organization
serving a large dispersed population of systems or users,
there are many different geographic regions or data centers,
each with their own ability to host computer based systems
needing timely access to data produced elsewhere in the
organization. Typically, these computer based systems poll
one or more content management servers for the data it
desires and subsequently downloads that data from one of
the content management servers if it is present. This results
in the same data being accessed from non-cache memory
and then copied multiple times from a same content man-
agement server, which is inefficient.

In addition, with a large number of consumption entities
interested in same data, each consumption entity determines
when to download newly arriving data from one or more
content management server. This results in consumption
entities tending to continually poll content management
servers to determine if new content has arrived, which is
inefficient use of computer resources.

Further, with multiple content management servers con-
figured in these systems, it is difficult for consumption
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entities to determine what data on which content manage-
ment server is available and should be downloaded. It is also
increasingly difficult for consumption entities to determine
which one of the multiple content management servers to
access to retrieve data of interest.

Accordingly, there exists a need for improved systems and
techniques for storing and distributing information to con-
sumption entities.

SUMMARY

Systems and techniques relating to a Content Distribution
Management System for managing and distributing entitled
information are disclosed. The Content Distribution Man-
agement System distributes entitled data efficiently on one
or more content management servers in a resilient fashion.
The system provides efficient access and delivery of data,
ensures that data is distributed using only a single copy of
the data between content management servers, and manages
the availability of data based on a lifetime of the data assets
themselves.

According to one aspect of the invention, a computer
server includes a processor and a memory. The memory is
configured to include a first set of registrations and a second
set of registrations both of which are stored in a non-cache
portion of the memory. The first set of registrations relates
to a set of publications. Each of the set of publications
includes a set of permissions, a set of frequency update
information, and a set of meta-data associated with a pub-
lisher data set. The publisher data set also includes a set of
entitled components and a link to the set of permissions.

The second set of registrations is stored in the non-cache
portion of the memory and relates to a set of registrations of
interest from consumers. Each of the set of registrations of
interest identifies the publisher data set, frequency of access
of the data, permissions the consumer possesses, and is
associated with a set of consumption entities. A cache is also
included in the memory for receiving the publisher data set.
The computer server also includes means for determining
whether to transmit at least one portion of the publisher data
set prior to the publisher data set being sent to a consumer.

In another aspect, a computer-implemented method
includes receiving a publisher data set from a publication
application server, wherein the publication data set includes
a set of identifiers associated with a set of consumption
entity permissions, and caching the publication data set in a
cache portion of a memory. The method also includes
receiving a request for at least a portion of the publisher data
set from one of a set of consumption entities, comparing the
request to the set of consumption entity permissions, and
transmitting at least a portion of the publisher data set based
on the comparison.

In another aspect, a computer-implemented method
includes receiving a publisher data set from a publication
application server, wherein the publication data set includes
a set of identifiers associated with a set of consumption
entity permissions, and caching the publication data set in a
cache portion of a memory. The method also includes
receiving a request for at least a portion of the publisher data
set from one of a set of consumption entities, comparing the
request to the set of consumption entity permissions, and
transmitting at least a portion of the publisher data set based
on the comparison.

In yet another aspect, a computer-implemented method
includes receiving a first data request, wherein the first data
request is associated with a first consumption entity associ-
ated with a first set of permissions, determining if first data
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responsive to the first data request and satisfying the first set
of permissions is stored in a local data cache, and transmit-
ting the first data to the first consumption entity if the first
data is stored in the local data cache. The method also
includes receiving a second data request corresponding to a
second consumption entity associated with a second set of
permissions, the second data request being the same as the
first data request and the second set of permissions different
from the first set of permissions, determining if second data
responsive to the second data request and satistying the
second set of permissions is stored in the local data cache,
and transmitting the second data to the second consumption
entity if the second data is stored in the local data cache,
wherein the second data is different from the first data.

In one embodiment, a content distribution management
system includes a content management server that caches
data close to an entry point of a consumption entity’s
network. The ability to cache and store data in a location
close to the consumption entity’s network allows the number
of users and user requests to increase without increasing the
number of content management servers providing the data.
In addition, the location of a content management server
near the entry point of the consumer’s network decreases the
time it takes to transmit data to consumption entities because
the transfer of data to the content management server is
usually done prior to a consumer’s request for data. Addi-
tionally, multiple consumption entities can share the same
cached data, thus leveraging the data that is sent only once
to the content management server.

The content distribution management system may allow
content to be downloaded by a consumption application
server using a variety of methods, some of which use known
protocols such as HTTP, HTTPS, FTP, FTPS, and SFTP, and
file access protocol such as CIFS, NFS and others. The
variety of protocols available allow a choice by the con-
sumption application server to suit the technology employed
within that system as well as satisfying performance criteria
for the data transfers. An example of another protocol that
may be used is BitTorrent, which would leverage multiple
content management servers. In another embodiment, a
client side API is distributed to publication application
servers or consumption application servers or both to imple-
ment the data copy protocol either using standard protocols
or private ones. The use of the APl may result in the
avoidance of materializing the data as a file to affect the
transfer of data. In addition, use of the API may allow the
transfer of data to occur using parallel transfer mechanisms
to reduce the time required to transfer the data from the
client side to the content management server or vice-versa.

In one embodiment, the content distribution management
system allows a consumption application server to register
its existence in the system, a process hereinafter referred to
as a consumption registration, identify the type of publisher
data sets in which the consumption application server is
interested, the version of those publisher data sets, the
frequency of update that the publisher data sets will be used
by the consumption application server, and the location of an
alternate consumption application server which would oper-
ate as a backup in the event a current consumption appli-
cation server fails, is offline, or is impaired. Other registra-
tion data may also be supplied and stored as well. The
consumption registration data is made available to a content
management server in which a publication application server
is connected to implement a routing algorithm in order to
minimize the number of copies of the data that are made to
bring the data to the location of the content management
server closest to this consumption application server. Advan-
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tageously, this may ensure that the same publisher data sets
are never copied more than once between any two content
management server systems. The registration of the pub-
lisher data sets does not require that the consumer under-
stand where the publisher is publishing from.

In one embodiment, the content distribution management
system, using the consumption registration data from the
consumption application servers, accesses the permissions
of the published data to determine routing of the publisher
data set and whether the publisher data set is to be routed to
the content management server in communication with the
consumption application server registered for the published
data and is permissioned to access at least a portion of it.

In one embodiment, the content distribution management
system uses the consumption registration data to implement
a data retention policy and therefore determine when to
remove the publisher data set after its last use has been
determined.

In another embodiment, the content distribution manage-
ment system uses the consumption registration data to
monitor the actual downloads of data by consumption appli-
cation servers and notify operational personnel when a
consumption application server fails to perform the down-
load with a specified time window, as specified in a Service
Level Agreement (SLA).

In yet another embodiment, the content distribution man-
agement system, uses the consumption registration data to
notify a consumption application server of newly arriving
publisher data so that it can be downloaded with a minimum
of delay or no delay at all. Advantageously, the notification
serves to speed up the propagation of data through the
system and enables adherence to any consumption applica-
tion server SLA requirements to download the publisher data
set within a certain time window after publication.

The content distribution management system may also
allow a publisher entity, such as a publication application
server, to register its existence. The publication registration
identifies the type of data sets or files it will publish, the
frequency of publication with which the data will be pro-
duced, and the location of an alternate publication applica-
tion server which would operate as a backup in the event the
publication application server should fail, is impaired, or is
offline. The publication registration data is utilized by a
routing algorithm of a content management server that
ensures that minimal copies of the publisher data are made
for distribution. Use of the routing algorithm ensures that the
same published data is not copied more than once between
any two content management servers and also allows for
determining which publisher data set is available on the
system by consumption application servers.

In one embodiment, the content distribution management
system is configured to receive entitled data from a publi-
cation application server and cache the received data. The
entitled data may have associated data permissions corre-
sponding to at least one consumption application server
authorized to access the content management server. The
content management server may cache the entitled data and
store the entitled data and a related identifiers (e.g., links)
corresponding to the associated data permissions of the
entitled data in a cached portion of the memory. The content
management server may retrieve the consumption applica-
tion server permissions corresponding to a specific use of the
entitled data by that system from a non-cache portion of the
memory and determine if those consumption application
server permissions correspond with the associated data
permissions of the cached entitled data. If the consumption
application server permissions correspond with the associ-
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ated data permissions of the cached entitled data, the content
management server may transmit at least a subset of the
cached entitled data to the consumption entity.

For example, in one embodiment, the content distribution
management system transmits only the portion of data from
a publisher data set that a consumption application server
has permissions for.

The content distribution management system may allow
for the simultaneous use of different versions of the pub-
lisher data set by different consumption entities. The differ-
ent versions may be individually addressable by consump-
tion application servers and can be received from or
transmitted to one or more publishing and consumption
application servers respectively. Advantageously, this
arrangement provides a mechanism by which consumption
entities may easily upgrade to a more recent version of
published data by registering for a different version of the
publisher data sets.

In yet another embodiment, the content distribution man-
agement system maintains an audit log of when publisher
data sets are created, which consumption application servers
they are routed to, and when publisher data sets were
transmitted to or accessed by consumption entities.

Other features and advantages of the invention will
become apparent to those skilled in the art upon review of
the following detailed description, claims and drawings in
which like numerals are used to designate like features.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 illustrates an example network architecture and
devices included in a content distribution management sys-
tem in accordance with certain embodiments of the present
invention.

FIG. 2 illustrates example components of the content
distribution management system shown in FIG. 1.

FIG. 3 illustrates additional example components of the
content distribution management system shown in FIG. 1.

FIG. 4 illustrates an exemplary method of notifying a
consumption entity of available data of interest.

FIG. 5 is a table containing example data corresponding
to a publication application server registration.

FIG. 6 illustrates an exemplary method for transmitting
data to a consumption application server.

FIG. 7 is a table containing example data corresponding
to a consumption application server registration.

FIG. 8 illustrates example data corresponding to a routing
table included in the content distribution management sys-
tem of FIG. 1.

FIG. 9 illustrates an example file layout of a publisher
data set including permissions.

Like reference symbols in the various drawings indicate
like elements.

Before the embodiments of the invention are explained in
detail, it is to be understood that the invention is not limited
in its application to the details of construction and the
arrangement of the components set forth in the following
description or illustrated in the drawings. The invention is
capable of other embodiments and of being practiced or
being carried out in various ways. Also, it is to be understood
that the phraseology and terminology used herein are for the
purpose of description and should not be regarded as lim-
iting. Rather, the phrases and teens used herein are to be
given their broadest interpretation and meaning. The use of
“including” and “comprising” and variations thereof is
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meant to encompass the items listed thereafter and equiva-
lents thereof as well as additional items and equivalents
thereof.

DETAILED DESCRIPTION

FIG. 1 illustrates one example of a network architecture
and data processing device that may be used to implement
one or more illustrative aspects of a content distribution and
management system. As shown in the FIG. 1 example,
various network devices 103, 105, 106, 107, and 109 may be
interconnected via a wide area network (WAN) 101, such as
the Internet. Other networks 100 may also or alternatively be
used, including private intranets, corporate networks, LANs,
wireless networks, personal networks (PAN), and the like.
As shown in FIG. 1, networks 100 and 101 are for illustra-
tion purposes and may be replaced with fewer or additional
computer networks. The local area network (LAN) 100 may
have one or more of any known LAN topology and may use
one or more of a variety of different protocols, such as
Ethernet. Devices 103, 105, 106, 107, 109 and other devices
(not shown) may be connected to one or more of the
networks via twisted pair wires, coaxial cable, fiber optics,
radio waves or other communication media.

Content management servers are typically used by content
providers to provide and distribute information. Consump-
tion entities, such as consumers and businesses interested in
data, typically utilize computer devices, such as consump-
tion application servers, to access and process information
of interest from content management servers. Publisher
entities, such as publishers, typically utilize computer
devices, such as publication application servers, to distribute
information.

The term “network™ as used herein and depicted in the
drawings refers not only to systems in which remote storage
processing devices are coupled together via one or more
communication paths, but also to stand-alone devices that
may be coupled, from time to time, to such systems that have
storage capability. Consequently, the term “network”
includes not only a “physical network” but also a “content
network,” which is comprised of the data—attributable to a
single entity—which resides across all physical networks.

As shown in the FIG. 1 example, components may
include one or more content management servers 103,
application publication servers 105, consumption applica-
tion servers 106, and client computers 107, 109. Publication
application server 105 is a typical user of the invention and
may in fact be a web server, a file transfer protocol (fip)
server, a file server, or other combinations. The publication
application server 105 may produce data and/or files for
transmission for use by any connected network device and
in particular by one or more consumption application server
106. Content management server 103 provides overall
access, control and administration, of databases and control
software for performing one or more illustrative aspects of
the invention as described herein.

Content management server 103 may be connected to the
publication application server 105 through which data is
received for transmission to network devices 107,109 and/or
consumption application server 106. Alternatively, content
management server 103 may act as a web server, an fip
server, or a file server itself and be directly connected to the
network, including the Internet. Content management server
103 may be connected to publication application server 105
and/or consumption application server 106 through the
network 101 (e.g., the Internet), via direct or indirect con-
nection, or via some other network. Users may interact with
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the content management server 103 using remote computers
107, 109, e.g., using a web browser to connect to the content
management server 103 or via one or more externally
exposed web sites hosted by publication application server
105 and/or consumption application server 106. Client com-
puters 107, 109 may be used in concert with content
management server 103 to access data stored therein, or may
be used for other purposes. For example, from client device
107 a user may access a web server on the consumption
application server 106 using an Internet browser, as is
known in the art, or by executing a software application that
communicates with consumption application server 106
and/or content management server 103 over a computer
network (such as the Internet).

Servers and applications may be combined on the same
physical machines, and retain separate virtual or logical
addresses, or may reside on separate physical machines.
FIG. 1 illustrates just one example of a network architecture
that may be used, and those of skill in the art will appreciate
that the specific network architecture and data processing
devices used may vary, and are secondary to the function-
ality that they provide, as further described herein. For
example, services provided by consumption application
server 106 and content management server 103 may be
combined on a single server. A further example may be there
are several content management servers 103 acting together
to provide horizontal scale.

Each component 103, 105, 106, 107, 109 may be any type
of known computer, server, or data processing device.
Content management server 103, e.g., may include a pro-
cessor 111 controlling overall operation of the content
management server 103. Content management server 103
may further include RAM 113, ROM 115, network interface
117, input/output interfaces 119 (e.g., keyboard, mouse,
display, printer, etc.), and memory 121, including a cache
portion and a non-cache portion. The network interface 117
may transmit and receive signals using one or more proto-
cols and is one example of a structure of means of trans-
mitting. [/O 119 may include a variety of interface units and
drives for reading, writing, displaying, and/or printing data
or files.

Memory 121 may further store operating system software
123 for controlling overall operation of the data processing
device 103, control logic 125 for instructing content man-
agement server 103 to perform aspects of the invention as
described herein, and other application software 127 pro-
viding secondary, support, and/or other functionality which
may or may not be used in conjunction with aspects of the
present invention. The control logic 125 may also be
referred to herein as the content management server soft-
ware 125. Functionality of the content management server
software may refer to operations or decisions made auto-
matically based on coded rules included in the control logic
125, made manually by a user providing input into the
system, and/or a combination of automatic processing based
on user input (e.g., queries, data updates, etc.).

Memory 121 may also store data used in performance of
one or more aspects of the invention, including a first
database 129 and a second database 131. In some embodi-
ments, the first database may include the second database
(e.g., as a separate table, report, etc.). That is, the informa-
tion can be stored in a single database, or separated into
different logical, virtual, or physical databases, depending
on system design. One or more devices 105, 106, 107, 109
shown in FIG. 1 may have a similar or different architecture
as described with respect to the content management server
103. In addition, those of skill in the art will appreciate that
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the functionality of the devices as described herein may be
spread across multiple data processing devices, for example,
to distribute processing load across multiple computers, to
segregate transactions based on geographic location, user
access level, quality of service (QoS), etc.

One or more aspects of the invention may be embodied in
computer-usable or readable data and/or computer-execut-
able instructions, such as in one or more program modules,
executed by one or more computers or other devices as
described herein. Generally, program modules include rou-
tines, programs, objects, components, data structures, etc.
that perform particular tasks or implement particular abstract
data types when executed by a processor in a computer or
other device. The modules may be written in a source code
programming language that is subsequently compiled for
execution, or may be written in a scripting language such as
(but not limited to) HTML or XML. The computer execut-
able instructions may be stored on a computer readable
medium such as a hard disk, optical disk, removable storage
media, solid state memory, RAM, etc. As will be appreciated
by one of skill in the art, the functionality of the program
modules may be combined or distributed as desired in
various embodiments. In addition, the functionality may be
embodied in whole or in part in firmware or hardware
equivalents such as integrated circuits, field programmable
gate arrays (FPGA), and the like. Particular data structures
may be used to more effectively implement one or more
aspects of the invention, and such data structures are con-
templated within the scope of computer executable instruc-
tions and computer-usable data described herein.

Referring now to FIG. 2, an illustrative embodiment of a
content distribution management system 200 is shown. The
content distribution management system 200 may include
one or more content management servers 202, 204, which is
shown as content management server 103 in FIG. 1, one or
more publication entities, such as publication application
server 206, and one or more consumption entities, such as
consumption application server 208. The content manage-
ment servers 202, 204 may be any type of computer server
designed to store and cache data for delivery to consumption
entities, and may be separate from the publication applica-
tion server 206 and the consumption application server 208.
In one embodiment, for example, one of the content man-
agement servers 202 is an edge device that is located at the
edge of the computer resources (e.g., computer network) of
publisher entities and/or consumption entities, and is an
entry point for data consumption entities into the data
provider’s network. By caching data at the edge of the
computer resources, at a location closer to the data con-
sumption entity than the publisher entity (e.g., publication
application server 206), time and cost savings may result
from transmitting data to consumption entities from one of
the content management servers 202, 204 rather than
requesting the data from a publication application server 206
each time a data request is made. Advantageously, by
removing the need to request and receive data from the
publication application server 206, the delivery time of data
to a consumption entity may be decreased. Furthermore, the
load from numerous requests for data from the publication
application server 206 may be reduced, potentially resulting
in increased performance and system reliability.

In one embodiment, the content management servers 202,
204 communicate with a publication application server 206
that contains entitled data. Entitled data refers to data that is
maintained securely so that access to certain entitled data
components may be restricted to certain consumption enti-
ties. In one embodiment, consumption entities are associated
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with a set of permissions (i.e., entitlements) which deter-
mine consumption entity access to different data in the
system. Users may be entitled to access and receive an entire
publisher data set or only specific parts of data within the
publisher data set. Additionally, entitled data may require
that a consumption entity’s permissions be verified prior to
transmitting the entitled data or a portion thereof to the
consumption entity. For example, in one embodiment,
entitled data is financial transaction data. Each time a
consumption entity requests data, the permissions associated
with the consumption entity are verified with a publication
application server 206 that published the data, prior to
transmitting the entitled data to the user. In at least one
embodiment, the content management server 202, 204
includes publisher data sets that are both entitled and tem-
poral. Temporal data refers to data that may change, or may
have multiple different values over a time interval. For
instance, temporal data may be a company stock price that
has different values at different times throughout the day,
week, month, year, etc.

The publication application server 206 may store con-
sumer permissions for multiple different consumption enti-
ties and/or groups of consumption entities on the system,
and may retrieve a set of consumption entity permissions in
response to a query from a content management server 202,
204 or a consumption application server 208 identifying one
or more consumption entities of the system. For example, a
consumer may have permissions to view an entire data set,
specific rows and/or columns of data sets only, or certain
sections of a data set while not having permissions to view
others. In another example, a consumer may belong to one
or more groups, (e.g., customers, brokers, administrators) so
that all consumers of the group may have permissions that
allow the consumers to view specific data (e.g., stock data,
customer data). When consumption entities send requests
for data to the system, the consumer(s) identities may be
determined from consumer identification and/or authentica-
tion information contained in the data requests. In one
embodiment, for example, the publication application server
206 provides the set of permissions required to access the
data from the content management server 202, 204. The
publication application server 206 may also communicate
the set of permissions to the consumption application server
208. The content management server 202, 204 may transmit
both the entitled data and the set of permissions to the
consumption application server 208. In certain examples, the
publication application server 206 may be a separate device
from the consumption application server 208 and the content
management server 202, 204. Alternatively, the publication
application server 206 may be physically located within a
secure portion of either the content management server 202,
204 or the consumption management server 208. In certain
implementations, due to the secure nature of consumer
permissions, it might not be desirable to transmit consumer
or consumer group permission data over a public network or
another unsecure computer network. Therefore, secure com-
puter networks and/or encryption may be used to transmit
permission data to and from the publication application
server 206 and servers 202, 204, 208. Additionally, other
security measures may be implemented during the transmis-
sion of data, such as not transmitting a set of consumption
permissions in the same data transmission as the consump-
tion entity’s identity.

Turning now to FIG. 3, the content management servers
202, 203, 204 may maintain an inventory of a plurality of
publisher data sets from publisher entities, such as the
publication application servers 206. There may be multiple
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publication application servers 206 each having a plurality
of publisher data sets and each publisher data set having zero
or more different versions. In one embodiment, the publi-
cation application server 206 registers each publisher data
set it will publish, along with attributes including required
permissions that are needed to receive the publisher data set,
the frequency of publication, and the manner in which the
data will be published. Some of this data is associated with
a publication registration which may be published as ini-
tialization files, change files, or incremental summary update
files as well as other types of data sets and files. FIG. 5
illustrates example data included in a publication registra-
tion. In operation, the content management servers 202, 203,
204 may receive publication registrations and store the same
in non-cache memory so that consumption application serv-
ers 208 can interrogate and thereafter, subscribe to receive
the publisher data sets. As shown in the FIG. 3 example, the
publication application server 206 may be located in differ-
ent geographies and connect to different content manage-
ment servers 202, 203, and 204. All content management
servers 202, 203, 204 are aware of each other and commu-
nicate updates of information to each other. In one embodi-
ment, each instance of the content management server in
different geographies maintains a single global list of pub-
lication application servers 206 registered and along with
each of their published data sets, as well as details about the
publisher data sets they publish by communicating between
the content management servers 202, 203, 204. FEach
instance of the content management server in different
geographies also maintains a single global list of consumer
application server 208 registered and along with each of
their consumed data sets, and details concerning the pub-
lisher data sets they consume by communicating between
the content management servers.

The publication application server 206 registers each
publisher data set it will publish and attributes concerning
those data sets. One attribute is the location of a backup
publication application server 206 and a service level agree-
ment (SLA) for the publication of its data sets. The SLA
describes the minimum time period in which the publication
application server 206 should provide its declared data sets
at the frequency indicated. The backup server may be
available in a different locale to provide resiliency of data
provision in the event of a local outage. The content man-
agement servers 202, 203, 204 are aware of each backup
publication application server and may use data from the
backup publication application server in the event the main
publication application server is unable to provide the data
required within a prescribed SLA. Advantageously, this
feature may allow consumption entities to be unaware that
a publication application server is impaired, failed, or off-
line in a particular location since the arrival of the expected
data occurs from the backup publication application server.

As noted previously, the publication application server
206 registers each data set it will publish and attributes
relating to those data sets. One attribute is the version of the
publisher data set. The publication application server may
publish different versions of a publisher data set as improve-
ments and additions become available to that data set. As a
result, in one embodiment, the content management server
controls the version of the publisher data set and provides
those versions to the consumption application servers as
different and distinct data sets. Further, part of the publica-
tion application server registration for a publisher data set
may include versioning information effectively making the
publisher data set unique.
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Advantageously, the content management servers 202,
203, 204 allow publication management servers 206 to
publish any number of publisher data sets. These publisher
data sets may include one or more files. The protocol to
publish the data set can be HTTP, HTTPS, FTP, SFTP, FTPS
and file protocols such as CIFS, NFS as well as others as
new protocols are invented. There may also be a client side
API that executes on the publication application server that
allows the publication application server 206 to publish files
directly to the content management servers 202, 203, 204.
This feature prevents the writing of a file on the publication
application server 206 first and then copying that file to the
content management server 202, 203, 204 and then remov-
ing the original file. As such, publisher data sets are written
only once on content management servers 202, 203, 204
yielding a better performance throughput for publishing. In
another embodiment, the published data set does not exist as
a file at all anywhere, but is provided using inter-server
communication and storage in memory. In yet another
embodiment, further optimization is achieved by making use
of multiple simultaneous network connections to distribute
the file in chunks in parallel with reassembling on the server
end, thus allowing for copying over high latency lines
quickly. A similar technique may be used by consumption
application servers 208 when fetching or downloading pub-
lisher data sets of interest from a content management
servers 202, 203, 204.

Referring back to FIG. 2, the content management servers
202, 204 may communicate with a consumption application
server 208 that requires multiple publisher data sets from a
different publication application server 206. In one embodi-
ment, consumption application server 208 only requests
entitled data to which that consumption application server
206 is allowed to process and use, based on a set of
permissions defining the use. As noted previously, entitled
data refers to data included in a publisher data set that is
maintained securely so that access to certain components of
the data may be restricted to certain users. In some
examples, consumption entities have associated sets of
permissions (i.e., entitlements) which determine their access
to different data in the system. For instance, users may be
entitled to see an entire data set or only specific parts of data
within the data set. Additionally, entitled data may require
that a consumption entity’s permissions be verified prior to
transmitting the entitled data to the consumption entity. For
example, in one embodiment, the entitled data includes
financial transaction data. Each time a consumption entity
requests data, the permissions associated with the entity are
verified with a publication application server 206, prior to
transmitting the entitled data to the user. In at least one
embodiment, the content management server 202, 204 con-
tains data that is both entitled and temporal. Temporal data
refers to data that may change, or may have multiple
different values over time. For instance, temporal data may
be a current company stock price.

Referring to FIG. 3, in one embodiment, content man-
agement servers 202, 203, 204 are configured to maintain an
inventory of a plurality of publisher data sets used by one or
more consumption application server 208. There may be
multiple consumption application servers 208 each using the
same or different publisher data sets. The publisher data sets
in turn may originate or be derived from many different
publication application servers 206.

FIG. 7 shows an example consumption data set registra-
tion provided by a consumption entity, such as consumption
application server 206. The consumption data set registra-
tion includes a set of registrations of interest identifying one
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or more publisher data sets. In one embodiment, for
example, the consumption application server 206 registers
each publisher data set it will use, along with attributes
including required permissions that are needed to receive the
publisher data set, the frequency of consumption, and the
nature of how the publisher data set will be processed. The
consumption data set registration can be consumed as ini-
tialization files, change files, or incremental summary update
files, as well as other types of files. The content management
servers 202, 203, 204 receive this registration and store it for
use in executing a routing algorithm to route the publisher
data set from the publication application server 206 to the
consumption application server 208. The consumption
application server 208 may interrogate and subscribe to
receive the publisher data sets based on a set of permissions
that the consumption application server has available to it.
The consumption application server 208 may be located in
different geographical locations and connect to different
content management servers 202, 203, and 204. The content
management servers 202, 203, 204 communicate with one
another. In one embodiment, each instance of the content
management servers in different geographical locations
maintains a single list that indicates one or more consump-
tion application server 208 registered to receive the pub-
lisher data set, along with each of the published data sets
required to be delivered to the consumption application
server 208, and details concerning what publisher data set
the consumption application server is to consume by com-
municating among the content management servers 202,
204, 204.

The consumer application server 208 registers each pub-
lisher data set in which it has identified an interest and
attributes concerning publisher data sets. In one embodi-
ment, for example, one attribute is the location of a backup
consumer application server 208 and a service level agree-
ment (SLA). The SLA may describe the minimum time
windows in which the consumption application server 208
needs to access its declared publisher data sets at the
frequency indicated. The backup consumption application
server 208 is available in a different locale to provide
resiliency of data consumption in the event of a local outage.
In one embodiment, content management servers 202, 203,
204 are configured to be aware of each backup publication
application server 206, and may use publisher data sets from
that backup publication application server in the event the
main publication application server is unable to consume the
data required within a prescribed SLA time period. This
feature allows publisher entities to be unaware that a con-
sumption entity, such as a consumption application server, is
offline in a particular location as the delivery of the expected
publisher data still occurs to a backup consumption appli-
cation server. Advantageously, the content management
servers 202, 203, 204 allow consumption entities to only be
concerned about the data they require, and not be concerned
with ensuring that a backup publication application server is
in synchronization or how to receive data from the backup
publication application server.

In one embodiment, the content management servers 202,
203, 204 compute a time period in which publisher data sets
are to be available so that an arbitration may occur between
publication application servers, given a publication fre-
quency, consumption application servers, and consumption
frequency. In one embodiment, this is accomplished by both
publication application server 206 and consumer application
server 208 providing their service level agreements during
registration processes.
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One result of this arbitration process is that components of
the system may implement a data retention policy. For
example, in one embodiment, the content management serv-
ers 202, 203, 204 store the published data sets from the
publication application server 206 in a cache portion of
memory until all consumption entities have consumed the
data and a configurable pre-determined amount of time per
publisher data set has elapsed, allowing consumption enti-
ties to reacquire the data in the event of a processing issue.
After the pre-determined period of time has passed, the
publisher data set is deleted. This relieves the publication
application server 206 from storing the publisher data set
after it is transmitted to the content management servers 202,
203, 204. Once transmitted, the publisher data set is avail-
able to all consumption application servers 208 as indicated
in their individual SLAs regardless of any state the publi-
cation application server 206 may enter after the publication
of the data set occurs.

In one embodiment, content management servers 202,
203,204 are notified by a publication application server 206
that a publisher data set previously registered is available for
distribution. The publisher data set is transferred to the
content management servers 202,203,204 via one or more
mechanisms described previously. This notification facili-
tates transmitting the publisher data set to other content
management servers 202, 203, 204 and ultimately consump-
tion application servers 208 with a notification that the
publisher data set is available for immediate access.

In one embodiment, content management servers 202,
203, 204 are aware of all publisher data sets and the location
of every consumption application server 208 in which
publisher data sets are to be accessed and/or transmitted. As
such, a consumption application server may request during
the consumption data set registration process that the con-
sumption application server be notified on the arrival of one
or more publisher data sets. Typically in the art, consump-
tion entities poll a data provider repeatedly to determine if
there is newly arrived data. The affect of this polling is to add
delay in processing new data on average, one-half (1/2) the
poll time. Aspects of the present system speed the results,
reduce the processing overhead of content management
servers and thus increase the number of publication and
consumption application servers 206,208 that content man-
agement server can serve. The notification may be imple-
mented as a callback using a client side API, web service
call, or message.

In one embodiment, the content management servers 202,
203, 204 are aware of each publisher data set provided by
one or snore publication application server 206, as well as
when the publisher data set was published and which
consumption application servers 208 accessed it over the
network. As a result, the content management servers 202,
203, 204 may be configured to report a detailed audit trail
showing the logical and physical route taken for each
publication entity/consumption entity relationship, includ-
ing time for transfer, duration to publish, duration to process
for each consumption entity, and total wait time for con-
sumption entities to process. Advantageously, the audit trail
may be invaluable for debugging and tracing the flow of data
throughout the system, including discovering quicker paths
through the network.

Referring now to FIGS. 3 and 8, in one embodiment, the
content management servers 202, 203, 204 are configured to
route particular publisher data sets to content management
servers 202, 203, 204 associated with one or more consump-
tion application server 208 having an identified interest. The
content management servers 202, 203, 204 may guarantee
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that publisher data sets traverse the network between any
two instances of a content management server 202, 203, 204
exactly once if there exists a consumption application server
208 that has identified an interest in the data set. The
publisher data set is not transmitted to a content manage-
ment server that is not connected to a consumption appli-
cation server 208 that has identified an interest in the
publisher data set. This functionality allows the publisher
data set to be copied across the network a minimum amount
of times and may result in a large savings of network
bandwidth, especially over WAN networks and the Internet.
Advantageously, the content management servers 202, 203,
204 are also aware of one or more changes to connected
consumption application servers 208 in real-time and adapt
to these changes very quickly based on the registration
process. FIG. 8 illustrates an example routing table used by
content management servers 202, 203, 204. Further, for each
publication registration process executed by a publication
application server, and for each consumption registration
process executed by a consumption entity, an entry is stored
in a publication data set registration table.

In one embodiment, the content management servers 202,
203, 204 use optimized protocols between instances of
content management servers that can be used to speed the
transfer of data. This optimization may include using mul-
tiple network connections simultaneously allowing for par-
allel transmission of data and subsequent reassembly of data
at receiving devices. Other techniques for transmitting data
are also possible including, but not limited to, aggressive
data compression, delta changes from previous transmis-
sions, as well as others as a result of controlling and defining
the behavior of both ends of the communication pipe.

The content management servers 202, 203, 204 may also
allow for the addition of additional content management
server instances at any time to the network of content
management servers. In one embodiment, when a new
content management server is added to the network, the
newly added content management server initializes itself to
a consistent state using any one of the currently online
content management servers 202, 203, 204 to communicate
with it in the network. In operation, the initialization only
requires the identification of one other functioning instance
of the content management server. Once initialized, other
consumption application servers and publication application
servers 206 can connect and process published data respec-
tively as if all data was local to those operations.

Using the present system, users working on various
computer devices including laptops, phones, tablets, etc can
connect to the content management servers 202, 203, 204
directly and receive data from publisher entities in a similar
way to other types of servers by executing the registration
process and then retrieving data as if all publisher data sets
where directly available. Advantageously, this feature
allows broad dissemination of publisher data sets with
entitled control and permissions. In addition, the ability to
register for data and have that data delivered to a requesting
device allows local applications to be developed that may
process such data.

In one embodiment, as each instance of a content man-
agement server 202 for example, is brought online, the
content management server 202 detects other content man-
agement servers 203, 204 configured in the system by
broadcasting a find content management server message,
which is replied to by other content management servers
and/or a static configuration of dedicated computer devices
indicating the existence of other content management serv-
ers. The reply from a content management server indicates
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which other content management servers are known by that
instance. Upon connection of the content management
server 202 to one or more content management servers, a list
of content management servers configured in the system is
provided to the connecting content management server. This
enables the network of content management servers to be
discovered whether or not they are online at a particular
moment in time. This method also allows new content
management servers to be added online and be known by all
running content management servers quickly. Further, each
content management server broadcasts its active state peri-
odically so that the routing algorithms of content manage-
ment servers can take that fact into account.

In one embodiment, content management servers transmit
any changes to their internal databases. This may include,
but is not limited to, lists of connected content management
servers, registered publication application servers, registered
consumption application servers, as well as connected user
devices. This allows every content management server to
have a complete inventory of connected devices in the
network and to know the content management server to
which they are connected. Conflict resolution for inconsis-
tent updates concerning a same fact is resolved by the
owning content management server to which the consumer
application server or content management server is con-
nected.

Referring now to FIG. 4, an exemplary method of noti-
fying a consumption entity of available data of interest is
disclosed. First, at step 305, the content management server
202 receives publication registration (example shown in
FIG. 5) concerning a publisher data set from a publisher
entity, such as publication application server 206. Next, at
step 310, the content management server 202 stores a copy
of the registration data locally (i.e., caches the data) within
the memory of the content management server 202, as
illustrated in 310. In one embodiment, part of that registra-
tion data includes a data set identifier that uniquely identifies
the publisher data set associated with this publication appli-
cation server 208. Next, at step 315, the content management
server 202 distributes the publication registration data to all
other content management servers on the network. Next, at
step 320, other registration fields are added to the publica-
tion registration data to facilitate advanced processing of the
data from both a temporal and control point of view. At this
point in the method, the content management server includes
a publisher data set in its memory cache.

At step 325, the content management server 202 deter-
mines all other content management servers 204, connected
devices 222, 224, and/or consumption application servers
configured in the system. Based on this information, at step
330, the content management server 202 copies the pub-
lisher data set to other content management servers 204
associated with connected devices and connected consump-
tion application servers. The copying between content man-
agement servers may utilize optimized protocols as
described previously. Other techniques are also possible
including aggressive data compression, delta changes from
previous transmissions, as well as others as a result of
defining the behavior of both ends of the communication
pipe. Advantageously, this technique provides the benefit of
only copying the data once between content management
servers as well as copying the minimum amount of infor-
mation. In other examples, the publisher data set may be
transmitted to the content management server 202 prior to
any registered request for the publisher data set. In this case,
the publisher data set is not copied, but stored in non-cache
memory until a registered interest is received.
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Lastly, at step 335, the content management server 202
notifies one or more consumption application servers that
the publisher data set of interest is available. In one embodi-
ment, the publisher data set is transmitted to the content
management server 202 when a new version of the publisher
data set arrives. In this example, the publisher data set is
transmitted to the content management server 202 when the
publication application server 206 is notified that data has
changed. In another embodiment, the publication applica-
tion server 204 notifies the content management server 202
of the changed data. In response, the content management
server 204 updates the copy of the corresponding publisher
data set. In a further embodiment, the publication applica-
tion server 206 notifies the content management server 202
after ensuring that data updates are on the server. The
publication application server 206 then broadcasts an update
notification to consumption entities, such as consumer appli-
cation server 208. The update notification including a data
set identifier identifying the publisher data set.

Turning now to FIG. 6, an exemplary method of trans-
mitting data to a consumption entity is disclosed. First. At
step 400, the consumption application server—retrieves a
list of available publisher data sets and associated data set
identifiers from a list of current publisher data sets provided
by publication application servers. The consumption appli-
cation server combines at least a portion of this information
with permissions that the consumption application server
has stored locally, and retrieves a corresponding list of
available and entitled data sets. Using this list, the consump-
tion application server then registers for one or more of the
data sets with the content management server. Next, at step
405, when the content management server 202 receives a
consumption registration (an example of which is shown in
connection with FIG. 7) from a consumer application server
interested in an available data set, the content management
server stores a copy of the registration data locally (i.e.,
caches the data) within the memory of the content manage-
ment server, as shown at step 410. Next, at step 415, the
content management server distributes the available pub-
lisher data set to all other instances of the content manage-
ment server on the network. Other registration fields may
also be used to facilitate more advanced processing of the
data from both a temporal and control point of view. Lastly,
at step 420, the consumption application server receives any
publisher data set that a publication application server
registered in the current instance or any other content
management server.

In one embodiment, if the data is available, the content
management server 202 transmits the publisher data set to
the consumption application server. If the publisher data set
is not available, the content management server 202 waits
for the publisher data set to be received. Once the publisher
data set is received, the content management server trans-
mits a notification to the consumption application server so
that the data may be transferred to the consumption appli-
cation server. The transmitting of new registration data in
step 415 causes the content management server that is
connected to the publication application server that pub-
lishes the publisher data set, to transmit the data set to the
content management server associated with a consumption
application server. In a further example, when new data
arrives, the connected user can subscribe to be notified that
new data is available. In another example, newly received
data is pushed to the connected client on an existing open
connection. This may reduce the time delay from when data
is available to when it is consumed.
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Referring back to FIG. 2, in some embodiments, publisher
data sets stored on the content management server 202 may
also include an expiration date and/or time in which the
publisher data set should no longer be made available to
consumption entities. In these embodiments, if the content
management server 202 receives a request for a publisher
data set and the publisher data set has expired, the content
management server 202 does not transmit cached data to the
consumption entity, but instead requests updated data from
the content management server 202 in which the publication
application server 206 is connected in order to refresh the
publisher data set. The content management server 202 then
transmits the updated publisher data set to the consumption
entity. If the cached data is not expired, the content man-
agement server 202 transmits at least a portion of the cached
data to the consumption entity. Various other techniques may
be utilized by the content management server 202 to deter-
mine if cached entitled data is stale (e.g. has changed), and
requires an update.

A publisher entity may also define a data retention policy
for all copies of publisher data sets. For example, in one
embodiment, since the content management server 202 is
aware of all consumption entities and their patterns and
intentions to access data, the window of time that the
publisher data sets need to be available is computed, after
which the data may be deleted. In another embodiment,
often the lifetime of publisher data sets is not managed and
therefore publisher data sets are accumulated until they are
deleted by an administrator when a pre-determined amount
of time has passed to reduce the chances of the publisher
data set being needed after deletion. In this embodiment, the
publisher data set is deleted at a fixed time after the last
consumption entity has accessed the content. In one embodi-
ment, if all consumption entities have de-registered their
interest in a publisher data set, attempts to publish the data
set by publisher entities to a content management server may
be allowed, but such publisher entities receive an advisory
notice that there are no consumption entities having an
interest in the publisher data set. Further, the publisher data
set is not be copied to any other content management server
since there are no consumption application servers interested
in the data set.

As shown in FIG. 2, in certain embodiments, the publi-
cation application server 206 may utilize the same (or
similar) software as the content management server 202 to
facilitate communication between the publication applica-
tion server 206 and the content management server 202. For
example, in one embodiment, the publication application
server 206 may utilize web services to manage the subscrip-
tions. In one embodiment, a remote user, such as user 222,
may subscribe to the publication application server 206 to
receive asynchronous updates of publisher data set informa-
tion. In this embodiment, publication application server 206
may post data on a website using XML via HTTP to update
the remote user. The publication application server 206 may
also include a registration table in order to register and
de-register remote users. In one embodiment, the publication
application server 206 may supply a remote user with a URL
to notify the remote user of new data published on the web
service.

Advantageously, the publication application server 206
may also include a publish/subscribe table for managing the
updates to the content management server 202. In one
embodiment, the content management server 202 is added to
the publisher/subscriber table. As data provided by a pub-
lisher entity changes, the content management server 202 is
notified by the publication application server 206 that the
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publisher data set has changed. If the content management
server 202 is connected to that publication application server
206, the cache may be updated at the content management
server 202.

The publication application server 206 may also include
a notification system. In at least one embodiment, referring
to FIG. 2, the notification system may be physically located
within the publication application server 206. When a user
222 or the content management server 202 subscribes to the
publication application server 206 for updated data, the
notification system may place an entry in the form of a
request for updated data into an update notification queue.
This queue may contain all data required to update a
subscribed consumption entity, such as the content manage-
ment server 202 or user 222. Upon placing a request into the
queue, the entire queue may be checked for previous
requests for the same data. If a previous request exists, that
queue entry is updated rather than a creating a new entry.
The queue may be implemented as a First In First Out
(FIFO) queue. The notification software may transmit a
notification to the subscriber that the data has updated and
delete the corresponding queue entry. The notification sys-
tem may also manage the number of notifications of updated
data generated by the content management server 202. For
example, the notification system may determine if a previ-
ous notification and later notification both exist and delete
one of the notifications because that notification is no longer
relevant. The queue management provided by the system
can prevent duplicate notifications from occurring within a
threshold frequency. For example, the queue management
system may not allow a duplicate notification to occur
within a predetermined time period (e.g., one minute). By
preventing duplicate notifications from occurring, the num-
ber of requests to the content management server 202 may
be reduced.

In one embodiment, upon receiving a notification of
changed cached data from the publication application server
206, the content management server 202 may determine
whether to invalidate (e.g., mark as stale) the portion of data
in cache containing the old data, and/or request the updated
data (e.g., asynchronously requested) for any known stale
data from the publication application server 206 or the
content management server 202. When the content manage-
ment server 202 receives a request from a user 222 for data
that is known to be stale, one of two responses may be
provided. Depending on the timing of the new data updates
and/or the consumption entity permissions of the requesting
consumption entity, the content management server 202 may
transmit an older version of the requested data to the
consumption entity, or may delay the transmission of the
requested publisher data set to the consumption entity until
the updated data is received by the content management
server 202. For example, the software application at the
content management server 202 processing the consumption
entity request may determine whether the user should be
provided the updated data or whether the consumption entity
should be transmitted the older data.

In one embodiment, upon the content management server
202 determining that at least a portion of the cached data is
(or may be) stale, the content management server 202
requests updated data from the publication application
server 206. If the publication application server 206 is
unable to provide updated data to the content management
server 202, the update request from the content management
server 202 may remain in a request queue until the content
management server 202 is able to process the request and
transmit the updated data. In some embodiments, if the
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content management server 202 is unable to update the
cache, the system transmits an alert notification to an admin-
istrator or monitoring facility associated with the publisher
entity.

Referring to FIG. 2, in at least one embodiment, the
content management server 202 uses a distributed cache. In
this embodiment, a single server operates as a master server
that manages notifications and updates the cache which may
be distributed among multiple content management servers
(or group of servers). Upon a failure event associated with
the master content management server, another master con-
tent management server is selected from the group of
servers.

Referring now to FIGS. 2 and 9, as described previously,
at least an entitled portion of a publisher data set may be
transmitted to a consumption entity based on a set of
permissions associated with the consumption entity. Addi-
tionally, the portion of the publisher data set transmitted to
the user may be further restricted or segmented depending
on other characteristics of the consumption entity. For
example, a consumption entity may be restricted to receiv-
ing less data based on the consumption entity’s geographic
location. In another embodiment, depending on the type of
account the consumption entity has with the content man-
agement provider, the consumption entity may only have
access to a select amount or type of data. Basing the
response provided to the consumption entity from the con-
tent management server 202 is hereafter referred to as
‘segmentation.” To utilize this type of segmentation, in one
embodiment, a common set of codes is associated with a
plurality of publisher data sets to define a set of permissions
to those data sets. The set of permissions defined by the
common set of codes may result in a consumption entity not
being able to access data outside of the consumption entity’s
current region or country, or may restrict the publisher data
set from consumption entities based on other characteristics.
As shown in the FIG. 9 example, a consumption entity is
associated with a set of permissions which is less than the
total number of permissions needed to access every record
in a publisher data set. The content management server 202
may process the publisher data set to remove records that
require permissions that are not in the consumption entity’s
permission set. In one embodiment, the content management
server 202 caches the result data set so that the data set may
also be served to another consumption entity associated with
an identical permission set. If a different consumption entity
is associated with a permission set that is a subset of the
permission set of the first consumption entity, then the result
data set for the first consumption entity may be used as input
for permission filtering.

It is to be understood that the invention is not limited in
its application to the details of construction and the arrange-
ment of the components and method steps set forth herein.
The invention is capable of other embodiments and of being
practiced or being carried out in various ways. Variations
and modifications of the foregoing are within the scope of
the present invention. For example, one of ordinary skill in
the art will appreciate that the steps illustrated in the
illustrative figures may be performed in other than the
recited order, may be repeated, and that one or more steps
illustrated may be optional in accordance with aspects of the
disclosure. It should be understood that the invention dis-
closed and defined herein extends to all alternative combi-
nations of two or more of the individual features mentioned
and other embodiments evident from the text and/or draw-
ings. All of these different combinations constitute various
alternative aspects of the present invention. The embodi-
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ments described herein explain the best modes known for
practicing the invention and will enable others skilled in the
art to utilize the invention.
What is claimed is:
1. A content management server comprising:
a processor; and
a memory including:
a first set of registrations received from publication
application servers related to publisher data sets and
a second set of registrations received from consump-
tion application servers related to the publisher data
sets, the first set of registrations and the second set of
registrations being stored in a non-cache portion of
the memory, wherein a routing algorithm of the
content management server uses the first set of
registrations to determine which of the publisher data
sets are available on the content management server
for access by the consumption application servers
and uses the second set of registrations to route the
publisher data sets from the publication application
servers to the consumption application servers;
wherein:
the first set of registrations relating to the publisher
data sets maintained in the publication application
servers, each of the first set of registrations com-
prising a set of access permissions to access the
publisher data sets, and a set of attributes of the
publisher data sets including locations of alternate
publication application servers available in a dif-
ferent locale to operate as a backup when any of
the publication application servers is impaired and
a first service level agreement (SLA) describing a
minimum time period in which the publication
application servers are to provide the publisher
data sets at a frequency indicated by the publica-
tion application servers; and

the second set of registrations relating to a set of
registrations of interest and being associated with
the consumption application servers, each of the
set of registrations of interest identifying the pub-
lisher data sets of interest and attributes including
locations of alternate consumption application
servers in a different locale to operate as a backup
when any of the consumption application servers
is impaired and a second SLLA describing a mini-
mum time window in which the consumption
application servers are to access the publisher data
sets of interest at a frequency indicated by the
consumption application servers, wherein the con-
sumption application servers are separate devices
from the publication application servers;

a cache portion of the memory for receiving the pub-
lisher data sets from the publication application
servers; and

instructions that cause the processor to determine
whether to transmit to a requesting consumption
application server at least one portion of the pub-
lisher data sets from the cache portion of the memory
prior to the publisher data sets being sent to the
non-cache portion of the memory, said determination
being based on whether at least the set of access
permissions are verified for the requesting consump-
tion application server; wherein the at least one
portion of the publisher data sets is transmitted in
chunks in parallel using multiple simultaneous net-
work connections with reassembling on the request-
ing consumption application server.
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2. The content management server of claim 1, wherein the
memory further includes instructions that cause the proces-
sor to transmit the at least one portion of the publisher data
sets.

3. The content management server of claim 2, wherein the
at least one portion of the publisher data sets is accessed
from the cache.

4. The content management server of claim 2, wherein the
transmission of the at least one portion of the publisher data
sets is performed asynchronously.

5. The content management server of claim 4, wherein the
at least one portion of the publisher data sets is transmitted
in anticipation of demand from one of the set of consump-
tion application servers.

6. The content management server of claim 5, wherein the
memory further includes instructions that cause the proces-
sor to determine if the publisher data sets in the cache is
expired prior to transmitting the at least one portion of the
publisher data sets.

7. The content management server of claim 1, wherein the
at least one portion of the publisher data sets is accessed
from the non-cache portion of the memory.

8. The content management server of claim 1, wherein the
memory further includes instructions that cause the proces-
sor to remove the publisher data sets from the cache.

9. The content management server of claim 1, wherein the
memory further includes instructions that cause the proces-
sor to transmit one copy of the publisher data sets for use by
the set of consumption application servers, a subset of the set
of consumption application servers located at a same geo-
graphical location.

10. The content management server of claim 1, further
comprising an audit log, the audit log including transmission
information associated with a demand for the publisher data
sets.

11. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to transmit a notification to one of the set of
consumption application servers that the publisher data sets
is available to be transmitted.

12. The content management server of claim 1, wherein
the at least one portion of the publisher data sets is trans-
mitted to at least one of the set of consumption application
servers without downloading the publisher data sets from a
publication application server.

13. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to monitor whether a publication application
server fails to publish expected data within a registered and
configurable time period.

14. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to transmit an alert upon one of the set of
consumption application servers failing to retrieve the at
least one portion of the publisher data sets within a regis-
tered and configurable time period.

15. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to retrieve the publisher data sets from the alter-
nate publication application servers in an event a main
publication application server fails to provide the publisher
data sets.

16. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to transmit the publisher data sets to the alternate
consumption application servers.
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17. The content management server of claim 16, wherein
the memory further includes instructions that cause the
processor to receive updated data associated with the pub-
lisher data sets prior to an expiration of the publisher data
sets in the cache.
18. The content management server of claim 1, wherein
the content management server is further configured to:
receive a set of multiple requests each of which requests
a set of common data from the publisher data sets;

retrieve a set of permissions corresponding to one con-
sumption application server of the consumption appli-
cation servers associated with the publisher data sets;
and

transmit a first portion of the publisher data sets based on

the set of permissions, the first portion of the publisher
data sets different from a second portion of the pub-
lisher data sets to be transmitted.

19. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to subscribe to a publication application servers to
receive updates to the publisher data sets.

20. The content management server of claim 1, wherein
transfer of the publisher data sets from the publication
application servers to at least one of the consumption
application servers requires at most one copy of the pub-
lisher data sets.

21. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to subscribe to the publication application servers
to receive updates to different versions of the publisher data
sets in the cache when a version of the publisher data sets
changes.

22. The content management server of claim 1, wherein
the memory further includes instructions that cause the
processor to support multiple versions of the publisher data
sets to distribute to the consumption application servers
simultaneously.

23. A system comprising:

a content management server comprising a processor and

a memory including a cache portion and a non-cache
portion, the content management server including:
a first set of registrations received from publication
application servers related to publisher data sets and
a second set of registrations received from consump-
tion application servers related to the publisher data
sets, the first set of registrations and the second set of
registrations being stored in the non-cache portion of
the memory of the content management server,
wherein a routing algorithm of the content manage-
ment server uses the first set of registrations to
determine which of the publisher data sets are avail-
able on the content management server for access by
the consumption application servers and uses the
second set of registrations to route the publisher data
sets from the publication application servers to the
consumption application servers; wherein:
the first set of registrations relating to the publisher
data sets maintained in the publication application
servers, each of the first set of registrations com-
prising a set of access permissions to access the
publisher data sets, and a set of attributes of the
publisher data sets including locations of alternate
publication application servers available in a dif-
ferent locale to operate as a backup when any of
the publication application servers is impaired and
a first service level agreement (SLA) describing a
minimum time period in which the publication
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application servers are to provide the publisher
data sets at a frequency indicated by the publica-
tion application servers; and
the second set of registrations relating to a set of
registrations of interest and being associated with
the consumption application servers, each of the
set of registrations of interest identifying the pub-
lisher data sets of interest and attributes including
locations of alternate consumption application
servers in a different locale to operate as a backup
when any of the consumption application servers
is impaired and a second SLLA describing a mini-
mum time window in which the consumption
application servers are to access the publisher data
sets of interest at a frequency indicated by the
consumption application servers, wherein the con-
sumption application servers are separate devices
from the publication application servers;
the cache portion of the memory of the content man-
agement server for receiving the publisher data sets
from the publication application servers; and
said memory of the content management server includ-
ing instructions that cause the processor of the con-
tent management server to determine whether to
transmit to a requesting consumption application
server at least one portion of the publisher data sets
from the cache portion of the memory of the content
management server prior to the publisher data sets
being sent to the non-cache portion of the memory of
the content management server, said determination
being based on whether at least the set of access
permissions are verified for the requesting consump-
tion application server; wherein the at least one
portion of the publisher data sets is transmitted in
chunks in parallel using multiple simultaneous net-
work connections with reassembling on the request-
ing consumption application server.
24. The system of claim 23, wherein the content man-

agement server receives updates to the publisher data sets
from the alternate publication application servers if a pri-
mary publication application server is unavailable or
impaired.

25. A computer-implemented method comprising:
receiving, by a memory of a content management server
from publication application servers, a first set of
registrations related to publisher data sets;
receiving, by the memory of the content management
server from consumption application servers, a second
set of registrations related to the publisher data sets;
storing, in a non-cache portion of the memory of the
content management server, the first set of registrations
and the second set of registrations, wherein a routing
algorithm of the content management server uses the
first set of registrations to determine which of the
publisher data sets are available on the content man-
agement server for access by the consumption appli-
cation servers and uses the second set of registrations to
route the publisher data sets from the publication
application servers to the consumption application
servers; wherein:
the first set of registrations relating to the publisher data
sets maintained in the publication application serv-
ers, each of the first set of registrations comprising a
set of access permissions to access the publisher data
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sets, and a set of attributes of the publisher data sets
including locations of alternate publication applica-
tion servers available in a different locale to operate
as a backup when any of the publication application
servers is impaired and a first service level agree-
ment (SLA) describing a minimum time period in
which the publication application servers are to
provide the publisher data sets at a frequency indi-
cated by the publication application servers; and
the second set of registrations relating to a set of
registrations of interest and being associated with the
consumption application servers, each of the set of
registrations of interest identifying the publisher data
sets of interest and attributes including locations of
alternate consumption application servers in a dif-
ferent locale to operate as a backup when any of the
consumption application servers is impaired and a
second SLA describing a minimum time window in
which the consumption application servers are to
access the publisher data sets of interest at a fre-
quency indicated by the consumption application
servers, wherein the consumption application servers
are separate devices from the publication application
servers;
receiving, by a cache portion of the memory of the content
management server, the publisher data sets from the
publication application servers; and
determining, by the content management server, whether
to transmit to a requesting consumption application
server at least one portion of the publisher data sets
from the cache portion of the memory of the content
management server prior to the publisher data sets
being sent to the non-cache portion of the memory of
the content management server, said determination
being based on whether at least the set of access
permissions are verified for the requesting consumption
application server; wherein the at least one portion of
the publisher data sets is transmitted in chunks in

parallel using multiple simultaneous network connec-
tions with reassembling on the requesting consumption
application server.

26. The method of claim 25, further comprising:
determining, by the content management server, if the
publisher data sets in the cache portion of the memory
of the content management server is expired before
transmitting the publisher data sets to one of the
consumption application servers.
27. The method of claim 25, further comprising:
communicating with the publication application servers to
receive, by the content management server, updated
publisher data sets;
receiving, by the content management server, the updated
publisher data sets asynchronously; and
replacing, by the content management server, the pub-
lisher data sets with the updated publisher data sets.
28. The method of claim 25, wherein comparing, by the
content management server, the request to the set of per-
missions associated with the requesting consumption appli-
cation server comprises requesting and receiving, by the
content management server from a publication application
server, the set of permissions associated with the requesting
consumption application server.
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